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‘Sexting’ is one of a number of ‘risk-taking’ behaviours associated with the use of digital 

devices, social media or the internet. It is accepted that young people experiment and 

challenge boundaries and therefore the risks associated with ‘online’ activity can never be 

completely eliminated. However, Cheriton Primary School takes a pro-active approach to 

help pupils to understand, assess, manage and avoid the risks associated with ‘online 

activity’. The school recognises its duty of care to its young people who do find themselves 

involved in such activity as well as its responsibility to report such behaviours where legal or 

safeguarding boundaries are crossed. 

 

Policy: 
● Cheriton School recognises youth produced sexual imagery (known as “sexting”) as a 

safeguarding issue; all concerns will be reported to and dealt with by the DSL.   

● We will follow the advice as set out in the non-statutory UKCCIS guidance: ‘Sexting in 

schools and colleges: responding to incidents and safeguarding young people’  

guidance: “Responding to youth produced sexual imagery”. 

● Cheriton School will ensure that all members of the community are made aware of 

the potential social, psychological and criminal consequences of ‘sexting’ by 

implementing preventative approaches, via a range of age and ability appropriate 

educational methods. 

● We will ensure that all members of the community are aware of sources of support 

regarding youth produced sexual imagery.  

https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis
https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis


● We will respond to concerns regarding youth produced sexual imagery, regardless of 

whether the incident took place on site or a different setting provided or personal 

equipment. 

● We will not: 

o View any images suspected of being youth produced sexual imagery, unless 

there is no other possible option, or there is a clear need or reason to do so.  

▪ If it is deemed necessary, the image will only be viewed by the DSL 

and their justification for viewing the image will be clearly 

documented.  

o Send, share, save or make copies of content suspected to be an indecent 

image of a child (i.e. youth produced sexual imagery) and will not allow or 

request learners to do so.  

● If made aware of an incident involving the creation or distribution of youth produced 

sexual imagery, we will: 

o Act in accordance with our child protection policies and the one page 

guidance in Appendix 1. 

o Ensure the DSL responds in line with the ‘Sexting in schools and colleges: 

responding to incidents and safeguarding young people’ guidance. 

o Store the device securely. 

▪  If an indecent image has been taken or shared on our network or 

devices, we will act to block access to all users and isolate the image.  

o Carry out a risk assessment which considers any vulnerability of learners 

involved; including carrying out relevant checks with other agencies. 

o Inform parents and carers, if appropriate, about the incident and how it is 

being managed. 

o Make a referral to Children’s Social Work Service and/or the Police, as 

deemed appropriate in line with: ‘Sexting in schools and colleges: responding 

to incidents and safeguarding young people’ guidance.  

o Provide the necessary safeguards and support for learners, such as offering 

counselling or pastoral support.  

o Implement appropriate sanctions in accordance with our behaviour policy 

but taking care not to further traumatise victims where possible. 

o Consider the deletion of images in accordance with the: ‘Sexting in schools 

and colleges: responding to incidents and safeguarding young people’ 

guidance. 

▪ Images will only be deleted once the DSL has confirmed that other 

agencies do not need to be involved; and are sure that to do so would 

not place a child at risk or compromise an investigation. 

o Review the handling of any incidents to ensure that best practice was 

implemented; the leadership team will also review and update any 

management procedures, where necessary. 

https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis
https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis
https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis
https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis
https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis
https://www.gov.uk/government/groups/uk-council-for-child-internet-safety-ukccis


Appendix 1 
Sexting: how to respond to an incident 

An overview for all teaching and non-teaching staff in schools and colleges 

What is ‘sexting’? 

In the latest advice for schools and colleges (UKCCIS, 2016), sexting is defined as the 

production and/or sharing of sexual photos and videos of and by young people who are 

under the age of 18. It includes nude or nearly nude images and/or sexual acts. It is also 

referred to as ‘youth produced sexual imagery’.  

‘Sexting’ does not include the sharing of sexual photos and videos of under-18 year olds 

with or by adults. This is a form of child sexual abuse and must be referred to the police. 

What to do if an incident involving ‘sexting’ comes to your attention 

● Report it to your Designated Safeguarding Lead (DSL) immediately. 

●  Never view, download or share the imagery yourself, or ask a child to share or 

download – this is illegal. 

●  If you have already viewed the imagery by accident (e.g. if a young person has 

showed it to you before you could ask them not to), report this to the DSL. 

●  Do not delete the imagery or ask the young person to delete it. 

●  Do not ask the young person(s) who are involved in the incident to disclose 

information regarding the iimagery. This is the responsibility of the DSL. 

●  Do not share information about the incident to other members of staff, the young 

person(s) it involves or their, or other, parents and/or carers. 

●  Do not say or do anything to blame or shame any young people involved. 

●  Do explain to them that you need to report it and reassure them that they will 

receive support and help from the DSL. 

If a ‘sexting’ incident comes to your attention, report it to your DSL. 

 Your school’s safeguarding policies should outline codes of practice to be followed. 

For further information 

Download the full guidance Sexting in Schools and Colleges: Responding to Incidents and 

Safeguarding 

Young People (UKCCIS, 2016) at www.gov.uk/government/groups/uk-council-for-child-

internet-safety-ukccis. 

All such incidents should be reported to the Designated Safeguarding Lead (DSL) and 

managed in line with your school’s safeguarding policies. 
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